|  |  |
| --- | --- |
| Gerätetyp |        |
| Hersteller |        |
| **Nr** | **Frage** | **Antwort** | **Erläuterung** |
| *1* | Firmwareversion |       |  |
| *2* | Betriebssystem inklusive Version |       | Windows, Linux, usw. |
| *3* | Zugangsschutz | [ ]  ja [ ]  nein | z.B. Passwort |
| wenn ja, durch:            |
| *3a* | wenn 3 ja: minimale Passwortlänge |       |  |
| *3b* | wenn 3 ja: Passwortkomplexität |       | z.B. Zahlen, Groß-/Kleinschreibung, Sonderzeichen |
| *4* | Möglichkeit einer Nutzerverwaltung | [ ]  ja [ ]  nein |  |
| *4a* | wenn 4 ja: Anzahl der möglichenNutzer |       |  |
| *4b* | wenn 4 ja: Anzahl unterschiedlicher Nutzerberechtigungen |       | z.B. Administrator, Standarduser usw. |
| *4c* | wenn 4 ja: gibt es einen (Wartungs-) Generaluser |       |  |
| *5* | Nutzung von Cloud-Verbindungen |       |  |
| *6* | Schnittstellen | [ ]  ja [ ]  nein |  |
| *6a* | wenn 6 ja, Art und Anzahl |       | z.B. USB, RJ45, usw. |
| *6b* | wenn 6 ja, Datenspeicherung aufUSB möglich | [ ]  ja [ ]  nein |  |
| *6c* | wenn 6 ja, Ausgabe aufStandarddrucker möglich | [ ]  ja [ ]  nein | Netzwerkdrucker |
| *7* | Aktive Dienste am Gerät |       | z.B. Telnet |
| *8* | Lokale Datenspeicherung am Gerät | [ ]  ja [ ]  nein |  |
| *8a* | wenn 8 ja: mit Datenverschlüsselung | [ ]  ja [ ]  nein |  |
| *8b* | wenn 8 ja: mit sichererDatenlöschung | [ ]  ja [ ]  nein |  |
| *9* | Datenbankzugriff erforderlich | [ ]  ja [ ]  nein |  |
| *9a* | wenn 9 ja: welche Datenbank |       |  |
| *9b* | wenn 9 ja: Ort der Datenbank |       | z.B. lokal, Server, NAS, usw. |
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